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Abstract of the contribution: This contribution proposes updates to solution #3 to resolve the ENs.
1.
 Discussions
Using MOCN to enable more than one network to be available is a well-known concept and can address some of the deployment scenarios envisioned by the KI. 
Not all network identities can be used e.g. country specific PLMN IDs cannot be used outside of the specific country.

From key issue #1 in the TR with describing text in green how solution address each specific key issue point:

This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:

-    How to identify the separate entity providing the subscription;

Solution #3 Follows the same principles as other solutions namely to use PLMN ID or PLMN ID + NID.
-    Network selection enhancements, including UEs with multiple subscriptions;

-    E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;

Re-use existing network selection capabilities.
-    Architecture enhancements needed to support multiple separate entities, e.g.:

-    What are the interfaces exposed and/or used by SNPN and the separate entity;

Exposed interfaces are N2 and N3.
-    What is the architecture and solution for a UE accessing a separate entity via SNPN access network;

Only SNPN RAN is used/shared and whole 5GC is in service providers network.
-    How to exchange authentication signalling between the SNPN and the separate entity, including:

-    Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;

-    Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;

Authentication is done by SP and keys provided over N2 as in standard 3GPP access
-    Mobility scenarios, including service continuity, for:

-    UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and

-    UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.

Idle and connected mode mobility can be supported since only RAN part of SNPN is used.
NOTE:    Security aspects should be defined by SA WG3.
Conclusion / proposal: The solution addresses all key issue point and should be regarded as a valid solution. That said, there will be scenarios where MOCN can’t be used so it can’t be the only solution. There are no further impacts in specifications for this solution, so our proposal is to include solution #3 as one of the chosen solutions in the conclusion.
2. Proposal 
It is proposed to include the following into TR 23.700-07.
*** First change ***
6.3
Solution #3: SNPN access using MOCN

6.3.1
Introduction


This solution addresses key issue 1 "Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN ".

NOTE: There is no consensus that the solution addresses key issue 1 because the “external entity” in this solution is external to the RAN, not to the 5GS. However, the solution does not require any normative changes.
The solution enables UEs to get network connectivity of an SNPN deploying a 5GS with ability to share the SNPN's NG-RAN with other 5GCs. The entity separate from the SNPN holds ability to deploy a complete 5GC and the SNPN offers a shared NG-RAN for both 5GCs i.e. using MOCN functionality.

The NG-RAN broadcasts the network identities of the SNPN as well as the entity separate from the SNPN.

6.3.2
Functional Description


6.3.2.1
Architecture

Figure 6.3.2.2-1 depicts the architecture for the solution, i.e. the SNPN includes an NG-RAN and, optionally, a 5GC and capabilities to host 5GC from the entity separate from the SNPN leveraging on a shared NG-RAN. The entity separate from the SNPN provides a complete 5GC.
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Figure 6.3.2.1-1: Access to SNPN services using credentials from entity separate from SNPN for authentication in the SNPN

6.3.2.2
High level principles of the solution

The entity separate from the SNPN gets its 5GC available as a 5GC behind an NG-RAN including getting its network identity in the broadcasted system information. The PLMN IDs are limited to those being allowed in the region of the NG-RAN, e.g. country specific MCC cannot be used outside the specific country.
The UEs (of the entity separate from the SNPN) sees the entity separate from the SNPN as its "home network".

6.3.3
Procedures


Existing procedures are used as is.
6.3.4
Impacts on services, entities and interfaces


There are no impacts to services, entities nor interfaces within SA2 scope. 
It is assumed that the ability to add another 5GC to a shared NG-RAN can use current RAN and SA5 specifications. 
*** End of first change ***
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